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OverviewOverview

1. Why Next Gen?
2. Internet 3.0
3. Content Centric Networks
4. Challenged Networks
5. Routing Architectures: Open Flow, ID-Locator Split Proposals
6. Green Networking
7. Next Generation Testbeds
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Future Internet ProjectsFuture Internet Projects
�‰ In 2005 US National Science Foundation started a large 

research and infrastructure program on next generation Internet 
�‰ Q: How would you design Internet today? Clean slate design.
�‰ “Future Internet Design” (FIND): 48+ projects 

�‰Stanford, MIT, Berkeley, CMU, …
�‰“An Architecture for Diversified Internet” at WUSTL 

�‰ “Global Environment for Networking Innovations” (GENI): 
29+ projects

�‰ European Union: 7th Framework program
�‰ Japan: AKARI (A small light in the dark pointing to the future) 
�‰ China, Korea, Australia, …20+ countries 
Ref: S. Paul, J. Pan, R. Jain, "Architectures for the Future Networks and the Next Generation Internet: A Survey," 
Accepted for publication in Computer Communications, July 2010, 72 pp., 
http://www.cse.wustl.edu/~jain/papers/i3survey.htm
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Key Problems with Current InternetKey Problems with Current Internet

1. Security:
Fundamental architecture design issue
Control+Data are intermixed
Security is just one of the policies.

2. No concept of ownership
(except at infrastructure level)
Difficult to represent organizational, 
administrative hierarchies and 
relationships. Perimeter based.
�Ÿ Difficult to enforce organizational 
policies

Trusted
Un-trusted

Realms
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Problems (cont)Problems (cont)
3. Identity and location in one 

(IP Address)
Makes mobility complex.

4. Assumes live and awake end-systems
Does not allow communication while 
sleeping.
Many energy conscious systems 
today sleep. 

5. No representation for real end system: 
the human.

Ref: R. Jain, ``Internet 3.0: Ten Problems with Current Internet Architecture and 
Solutions for the Next Generation,'' Proceedings of Military Communications 
Conference (MILCOM 2006), Washington, DC, October 23-25, 2006 
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Names, IDs, LocatorsNames, IDs, Locators

�‰ Locator changes as you move, ID and Names remain the same.
�‰ Examples:

�¾ Names: Company names, DNS names (Microsoft.com)
�¾ IDs: Cell phone numbers, 800-numbers, Ethernet addresses, 

Skype ID, VOIP Phone number
�¾ Locators: Wired phone numbers, IP addresses 

Name: John Smith

ID: 012-34-5678

Locator:
1234 Main Street
Big City, MO 12345
USA
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Future Internet: Areas of ResearchFuture Internet: Areas of Research
1. New architectures
2. Security
3. Content Delivery Mechanisms
4. Delay Tolerant Networking
5. Management and Control Framework
6. Service Architectures
7. Routing: New paradigms
8. Green Networking
9. Testbeds
Ref: S. Paul, J. Pan, R. Jain, "Architectures for the Future Networks and the Next Generation Internet: A Survey," 
Accepted for publication in Computer Communications, July 2010, 72 pp., 
http://www.cse.wustl.edu/~jain/papers/i3survey.htm
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2. Internet 3.02. Internet 3.0

�‰Internet 3.0: Next Generation Internet
�‰Internet Generations
�‰Organizational Representation
�‰User- Host- and Data Centric Models
�‰Policy-Based Networking Architecture
�‰Multi-Tier Object-Oriented View
�‰Virtualization

Overview
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Internet 3.0: Next Generation InternetInternet 3.0: Next Generation Internet

�‰ Internet 3.0 is the name of the Washington University project 
on the next generation Internet

�‰ Goal 1: Represent the commercial reality of distributed Internet
ownershipand organization

�‰ Goal 2: Develop a clean slate architectureto overcome 
limitations of the current internet

�‰ Goal 3: Develop an incremental approachto implement the 
architecture
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Internet GenerationsInternet Generations
�‰ Internet 1.0 (1969 – 1989) 

�¾ Single ownership �Ÿ Trust
�¾ complete knowledge

�¾ Algorithmic optimality  �Ÿ RIP

Users

Hosts

Users

Hosts

A

�‰ Internet 2.0(1989–2009) Commerce
�¾ Multiple ownership of infrastructure 

�Ÿ Distrust, Security
�¾ No knowledge of internal topology 

and resources
�¾ Policy basedrouting �Ÿ BGP

B C D

Users

Hosts

IMPs

Users

Hosts

IMPs

A B C D

A B C D

A B C D
�‰ Internet 3.0(2009–2029) Commerce

�¾ Users, Content, Host ownership
�¾ Requirements, Service Negotiation
�¾ Mobility of users and distributed data

Users/Data
Hosts
Infras.
















